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Intermediate School Killorglin     

 

Acceptable Usage Policy  

Revised 11/09/2023   

 

Introduction: 

The main purpose of the ICT and computer network in the Intermediate School Killorglin is to support 

the teaching and learning environment.  It is primarily used as a teaching resource in class for 

classroom activities and as an administrative tool for recording data e.g., student attendance.  It is also 

used to support the focus on independent, self-directed learning, for the completion of project work 

and research. 

 

The aim of this Acceptable Usage Policy (AUP) is to ensure that pupils will benefit from learning 

opportunities offered by the school’s internet and ICT resources in a safe and effective manner.  

Internet use and access is considered a school resource and privilege.  If the school AUP is not adhered 

to this privilege will be withdrawn and appropriate sanctions will be imposed. 

 

The provision of ICT resources and the Acceptable Usage Policy are supportive of the Mission 

Statement of the Intermediate School Killorglin. 

 

This policy applies to all staff, students and any other persons or organisations that may use the 

school’s computers and network resources. 

 

The computer and network system of the school has not been developed as a public access service or 

forum.  The Intermediate School has the right to place reasonable restrictions on the material accessed 

or posted through the system.  Users are also expected to follow the rules set forth in the Code of 

Behaviour and Anti-Bullying Policy of the school. 

 

The Acceptable Usage Policy will be reviewed and amended on a regular basis. 

 

Strategy: 

The main strategy operated by the Intermediate School Killorglin is the promotion of internet safety 

while maximising the learning potential of the resource.  This involves the following practices: 

• Internet sessions by students will always be conducted under the supervision of a teacher (or 

other appropriate adult). 
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• Filtering software and/or other systems will be used to minimise the risk of exposure to 

inappropriate materials. 

• The school will regularly monitor internet usage. 

• Students and teachers will be provided with training in Internet Safety. 

• Each student will be issued with a school email account for educational purposes only.  Any 

unsolicited messages sent from this account may be dealt with in accordance with the Anti-

Bullying.  Messages sent from a student’s school email address that bring the school into 

disrepute will result in sanctions in accordance with the Code of Behaviour of the school. 

• Uploading and downloading of non-approved software will not be permitted. 

• Virus protection software will be used and updated on a regular basis. 

• The use of personal discs, CD-ROM’s, USB devices or other digital storage media in school 

requires a teacher’s permission. 

• Students will always treat others with respect and will not undertake any actions that may 

bring the school into disrepute. 

 

World Wide Web 

• Students will not intentionally visit Internet sites that contain obscene, illegal, hateful or 

otherwise objectionable materials or attempt to circumvent protective software. 

• Students will report accidental accessing of inappropriate materials in accordance with school 

procedures. 

• Students will use the internet for educational purposes only. 

• Students will not copy information into assignments and fail to acknowledge the source 

(plagiarism and copyright infringement). 

• Students will never disclose or publicise personal information. 

• Downloading materials or images not relevant to their studies is in direct breach of the school’s 

AUP. 

• Students will be aware that any usage, including distributing or receiving information, school-

related or personal, may be monitored for unusual activity, security and/or network 

management reasons. 

• Students will not sign a guest book on any web page on behalf of the Intermediate School. 

 

Email 

• Students will use approved class email accounts under supervision by or permission from a 

teacher. 

• Students will not send or receive any material that is illegal, obscene, defamatory or that is 

intended to annoy, hurt or intimidate another person. 
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• Students will not re-post a message that was sent privately without the permission of the 

person who sent the message. 

• Students will not reveal their own or other people’s personal details, such as addresses or 

telephone numbers or pictures.  Emails or messages that could bring the reputation of the 

school into disrepute must not be sent from or received to these email addresses. 

• Students will never arrange a face-to-face meeting with someone they only know through 

emails or the internet. 

• Students will note that sending and receiving attachments is subject to permission from their 

teacher. 

• Students will only have permission to access chat rooms, discussion forums, messaging or other 

electronic communication forums that have been approved by the school. 

• Chat rooms, discussion forums and other electronic communication forums will only be used 

for educational purposes and will always be supervised. 

• Usernames will always be used to avoid disclosure of identity. 

• Students and teachers will be provided with school email addresses.  These email addresses 

should only be used for school business.  Emails that could bring the reputation of the school 

into disrepute must not be sent from or received to these email addresses. 

 

School Website 

• Pupils will be given the opportunity to publish projects, artwork or schoolwork on the school 

website www.isk.ie.  Any publication of student material will be in accordance with clear 

approval processes regarding the content that can be loaded to the school’s website. 

• The website will be regularly monitored to ensure that there is no content that compromises 

the safety of staff or students. 

• Personal information such as addresses and contact details will be omitted from the school 

website. 

• Students will continue to own the copyright on any work or material that is published on the 

school website. 

 

Personal Devices 

• Personal devices include any device that is not property of the school.  This may include mobile 

phones, cameras, recording devices, tablets, smart watches etc. 

• In accordance with the Code of Behaviour, all personal electronic devices must be placed in a 

YONDR pouch at 09:00 each morning.  This will be done under the supervision of the class 

tutor or class teacher. 

http://www.isk.ie/
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• If a student arrives to school after 09:00, they must place their personal electronic devices in 

their YONDR pouch once they have signed in, before going to class. 

• It is the responsibility of each student to ensure their devices are locked in the YONDR pouch 

at all times during the school day, unless they have been permitted to remove the device by a 

teacher or other adult. 

• Students who forget their YONDR pouch must bring their personal device(s) to the Deputy 

Principal’s office.  The device will be kept there for the school day and can be collected by the 

student at the end of the day. 

• Students may be directed to unlock their YONDR pouch to use their personal devices during 

class.  This must only be done under the supervision of a teacher and for educational purposes. 

• If a student fails to put their phone in the YONDR pouch, they will be sanctioned according to 

the school’s Code of Behaviour. 

• Teachers may use a personal device such as a mobile phone or tablet to access VSWare for the 

purpose of recording absence, calling roll etc. 

 

Social Media 

• The use of social media sites or apps is not permitted in school.  Use of any form of social media 

in school is in direct breach of the school’s AUP. 

• The school uses various social media platforms or the purpose of promotion and 

communication.  These platforms include, but are not limited to, Facebook, Instagram and 

Twitter.  Their use is monitored continuously.  Comments that breach the Code of Conduct or 

bring the school or a member of the school community into disrepute will be removed from 

these platforms.  Students who engage in such activity will be sanctioned according to the Code 

of Behaviour. 

 

Photograph and Video Recordings 

• To fulfil curriculum and subject specification requirements, it may be necessary to take 

photographs of students or their work.  It may also be necessary to take video recordings of 

students (Junior Cycle English, LCVP etc). 

• These recordings will be taken using school equipment and will only be used for the intended 

purpose, as outlined under the school’s Data Protection Policy. 

• Photographs and recordings will be stored in compliance with the Data Protection Policy. 
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Legislation 

This policy was developed in accordance with the following legislation: 

• General DATA Protection Regulation 2018 

• Child Trafficking and Pornography Act 1998 

• Interception Act 1993 

• Video Recordings Act 1989 

• Children First 2017 

 

Sanctions 

Misuse of the Internet may result in disciplinary action, including written warnings, withdrawal of 

access privileges, detention and, in extreme cases, suspension or expulsion.  The school also reserves 

the right to report any illegal activities to the appropriate authorities. 

 

Ratified by: ___________________________________________ 

 

Date: ________________________________________________ 
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Intermediate School Killorglin   

Acceptable Use Permission Form 

 

Please review the attached Acceptable Use Policy on the school website, 

sign and return the permission form to the school. 

 

Name of Pupil:  __________________________________ 

Class / Year:  __________________________________ 

 

 

Pupil 

I agree to follow the school’s Acceptable Use Policy.  I will use the Internet in a responsible way and 

obey all the rules explained to me by the school. 

 

Pupil’s Signature:  __________________________________    Date: ____________________________ 

 

 

Parent / Guardian: 

As the parent or legal guardian of the above pupil, I have read the Acceptable Use Policy and grant 

permission for my son/daughter to access the Internet and school ICT resources.  I understand that 

Internet access is intended for educational purposes.  I also understand that every reasonable 

precaution has been taken by the school to provide for online safety but the school cannot be held 

responsible if pupils access unsuitable websites or material. 

 

In relation to the school website and school App, I accept that, if the school considers it appropriate, 

my child’s schoolwork may be chosen for inclusion on the website.  I understand and accept the 

terms of the Acceptable Use Policy relating to publishing student’s work on the school website and 

school App. 
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I accept the above paragraphs    I do not accept the above paragraphs  

(Please tick as appropriate) 

 

Signature:  __________________________________ Date: ______________________________ 

 

 

 


